E. Charles Sterling CISSP

CONSULTANT – TECHNOLOGIST

Whole Brain thinker who considers people the assets of the business.

Worldwide knowledge stems from global travel early in career - forms knowledge basis. 

Problem solver with expertise in creation and implementation of unique solutions.

Creation and delivery of technical solutions (domestic and international).

Lived the life of the majority of the domains of the CISSP certification. 
Extensive Disaster / Emergency experience is not limited to hurricanes, floods and terrorist threats. 

Adept at coordination and communication about business and individual security.

Work in partnership with police and authorities to ensure compliance (fire, safety, electrical).
From discovery to final solution, implement corrective actions in relation to data and other losses.

Extensive experience in a broad range of industries.
Current concentrations:
Intranet enhancement, firewall controls and Malware mitigation, business start-up, project or multi-year business plan creation, client protection in today's Internet world is foremost for success, enhanced business efficiency and lower cost through technology upgrades. 

InfraGard (Houston chapter)

Malware SIG, Sector Chief - 2012 

Founded Technology SIG, Sector Chief – 2013

Establish relationships with multiple vendors for Online Malware analysis; develop Security / Malware presentations for SecureWorld Expo, Houston Security Conference and local security associations. 

Achievements

Provide guidance for: data security; internet content filtering.  (Childcare facilities - many other businesses)
Establish and maintain customer support via on-site and remote access methods.  


(LogMeIn, RDP, PCAnywhere, TeamViewer)
Established several start-up companies, concept to external funding to end of product / service life.
Created technical training department, initial training collateral and taught classes. (Corporate and Commercial)
Designed, implemented and maintained dozens of data centers. (Shipboard, local and international)
Managed, demonstrated unique hardware / software designs on PC's through Super Computers.

Areas of Expertise
	Collaboration
	vendor, c-level, staff communications, problem solving

	IT Environment
	upgrade, maintain, educate, firewall & security implementation

	Maintenance cost reductions
	implement new technology, enhance performance, reduce overhead

	Technical training
	create collateral, teach subject matter, and manage team

	Technology research
	hardware & software, alternative fuels & energy, other as needed

	Risk Analysis / Avoidance
	PII identification, theft versus accidental loss, identify security vulnerability

	Security (data & facility)
	data integrity, company patents, trade secrets, asset protection

	Business Continuity
	manage emergencies & disasters (foreign soil) early in career


SENIOR CONSULTANT







Life Experience

Diverse experience. 

    (Business continuity, homeland security knowledge, local and pandemic emergencies, disaster preparedness, 

    PC's thru super computers, technical training, research, bio-medical, manufacturing, auto mechanics)
Deliver IT & office-related security solutions per C-level or environmental requirements. 
Management of US and overseas disaster situations. 
    (Major storms, corrupt law enforcement, criminal / terrorist exposure). 
Trained customers (spanning a range of industries) on methods to establish safer operating environments.
Analyze instances (discovery); explore employee theft and facility intrusions. 
Maintain remote access to client sites for quickest service.
Software / Applications – used as needed for given clients. (disk & mobile forensics, remote access tools, 
Linux, OS & assorted tools, CRM – SalesForce – SharePoint, many Custom software packages – utility 
programs, assist software troubleshooting, Linux – Vector & Ubuntu favorites, website development...

Goals toward Educating Clients

Educate the client – excel the business; improve c-level understanding of technology (block diagram level).
Strive to reduce services / expenses, select vendors best suited for business / budget / service. 
Improve customer relations and production up-time.
Elevate efficiency in communications, redesign communications environments, policy & procedure creation. 
Teach staff of improvements, efficiency and cost reduction, reduce Malware / Risks factors by education. 
Educate Risks via mobile devices – risk factors of IoT. 

PROFESSIONAL SUMMARY
INTRINSIC TECHNOLOGY SERVICES 






Houston, TX
Customized consulting spanning: c-level education, security consulting and maintenance. 
Consultant - Technologist 







2011 to present
Provide protective services: content filtering, firewall monitoring & customizing, Malware detection & 
mitigation, re-engineering for efficiency and growth.

Analyze current practices and enhance client efficiency. 

Affect higher efficiency of operations.

Improve security practices to protect company secrets. 

Define policies & procedures that provide for compliance (childcare and other). 

Maintenance not limited to: gateway monitoring, user support and training, intranet upgrades. 

Evaluate benefit / risk of migration to Cloud Services. 

Research - Advanced Persistent Threats and Next Generation firewalls. 
Maintain remote access to client sites for quickest service.

BCDR ECHELON SERVICES







Houston, TX
Consulting company - customer problems via collaboration with consultants / vendors. 
Consultant – Technologist







2002 to 2010
Design, implement, and provide training / maintenance, backup and recovery plans. 

Develop, install, and upgrade for business expansion, reduced maintenance, training on technical equipment, Win2003-08 Server, assorted communications devices, workstations.
Create, implement and test policies and procedures, mitigate potential risks and update recovery plans. 

Identify & avoid potential data loss and litigation by leading successful emergency / continuity planning.

Managed on-site emergency & disaster situations (on-off-shore) (floods, monsoons, hurricanes & other). 

Established site-to-site communications. Reduce communications overhead, increase support feedback to reduce problem resolution time ~50%.
Maintain remote access to client sites for quickest service.

STORAGEWAY INC.



(Company buyout)


Fremont CA
Leading Internet Storage Solutions Provider
Engagement Manager


(Professional Services dept)


2000 to 2001
Guided initial International data hub startups. (Tokyo and London)

Collaborated with international customers and vendors to establish and expand data centers.

PROFESSIONAL ASSOCIATIONS
InfraGard Houston Chapter ♦ Member (vetted 2004)

Information Systems Security Association ♦ Senior Member 2006

High Technology Crime Investigation Association ♦ Member (vetted 2009)
CDAC - Cyberterrorism Defense Analysis Center - "Incident Handling and Response" ♦ 2009
Security+ (2010)

CISSP (2010)

Houston, TX    832-607-9019    charles@chasster.com
